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With rapid technological growth, there has been a surge of new risks and threats, particularly around managing data and privacy 
in the New Corporate India. The potential for harms to individual and corporate data is increasingly real and on the rise, with far 
reaching ramifications. A developing market, like India is driving the digital data revolution through rapid advancement & 
increase in the number of digital payments at the same time appropriation of new technologies like Aadhaar, UPI, Mobile 
wallets, etc., customer’s financial data is at risk.  
 
Currently, in India, there is no separate authority to ensure compliance with data protection obligations required to be followed 
by data controllers and processors. The current regulatory regime is limited in its scope and therefore, the present business 
environment in India demands a deeper dive into reassessing the risk and security issues owing to the paradigm shift towards 
digitizing businesses. The Justice Srikrishna Committee’s white paper, in this context, is vital and welcome. As the country is 
becoming data rich, coupled with the recognition of the Right to Privacy as a fundamental right under the Indian Constitution, 
there is a need for a data protection law to be enacted to protect individuals. The implementation and efficacy of such a law also 
begs a discussion on the relevance of a robust, independent and technically sound supervisory Data Protection authority (DPA). 
Given that the issues pertaining to data protection are highly specialized and require cross-sectoral expertise in data analytics, 
data science, law and associated issues, the creation of a legal framework and relevant enforcement / adjudicatory/ compliance 
institution ought to take a holistic approach.  
 
In view of the above to discuss and deliberate upon the various issues and structuring an Indian Data Protection Framework, 
ASSOCHAM & ICSI is organizing Global Summit on “Data Protection, Privacy & Security in the world of Digital 
Economy – Reforms, Challenges & Opportunities-” on Friday, 11

th
 May, 2018 in New Delhi, India. 

 
The summit aims at inviting the views & suggestions from a multi-stakeholder community on the regulatory and judicial 
processes, and submit the same for consideration by the government in building an Indian data protection law and process of 
reforms in the interest of development of a strong and contextually relevant data protection framework. 

 

Eminent Speakers 

 

 Shri Devender Kumar Sikri, Chairperson, Competition Commission of India 

 Shri Ajay Prakash Sawhney, Secretary, Department of Electronics and IT, Govt. of India  

 Mr. Suresh Chandra, Law Secretary, Department of Legal Affairs, Ministry of Law and Justice 

 Shri Gopalakrishnan S., Joint Secretary, Department of Electronics and Information Technology 

 Mr. Sandeep Jajodia, President, ASSOCHAM & Chairman & Managing Director, Monnet Group 

 Mr. Balkrishan Goenka, Sr. Vice President, ASSOCHAM & Chairman, Welspun Group 

 Mr. Kiran Grandhi, Vice President, ASSOCHAM & Vice-Chairman, GMR Infrastructure Ltd. 

 Mr. Harihara Natarajan, Chairperson, ASSOCHAM National Council for FinTech, Digital Assets & 
Blockchain Technology and Chief Architect, Wipro Technologies Limited 

 Mr. Keshav Singh Dhakad, General Counsel, Microsoft Corporation India Pvt. Ltd. 

 Mr. Manas Kumar Chaudhuri, Chairman, ASSOCHAM National Council for Competition Law and  
Partner, Khaitan & Co. 

 Mr. Bithal Bhardwaj, Chief Information Security Officer, GE South Asia 

 Mr. Ashutosh Chadha, Group Director Policy, Microsoft 

 Ms. Nitza Vila, Senior Attorney Corporate External and Legal Affairs, Microsoft 

 Mr. Rahul Sharma, Country Leader- India, International Association of Privacy Professionals 

 Ms. Aditi Chopra, Director and Legal Counsel, Microsoft  

 Mr. Kapil Dev Sapra, Founder & Managing Partner, Kapil Sapra & Associates 

 Mr. Aamir Thoker, Head of Business Development – APAC, Hortonworks 

 Mr. Bhairav Acharya, Public Policy Manager, India and South Asia, Facebook 
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 Ms. Kriti Trehan, Partner, Law Offices of Panag & Babu 

 Ms. Niti Paul, Partner - Data Privacy Practice, StratJuris Partners 

 Mr. Mathan Babu Kasilingam, Chief Information Security Officer, National Payments Corporation of India 

 Mr. Krish Bhat, Chartered Accountant 

 Ms. Srishti Ojha, Managing Partner, Verist Law 

 Mr. Jaspreet Singh, Partner – Cyber Security, EY India 

 Mr. Vidur Gupta, Partner – Cyber Security, EY India 

 Mr. Kamal Gulati, Managing Director, ITS Technology Solution Pvt. Ltd. 

 Mr. Sumit Monga, Head Government Affairs, Unlimit IoT Pvt. Ltd.  

 Mr. Manuj Kumar, Director Sales-India & SAARC, Symantec 

 Representative from OneTrust 

 And many other eminent experts 
 

Program Schedule 
 
Date: Friday, 11th May, 2018                                                 Summit Time: 10:00 am – 06:00 pm 
Venue: Hotel Le Méridien, Windsor Place, New Delhi, 110001, India 
Registration: 09:00 am - 10:00 am (Pre-registration is compulsory) 
 

Discussion Areas 
 

 Panel 1 : Where we are today: On the Privacy & Data Protection and creating an Industry Standard 
 

 Creating a universal assumption on the scope of privacy functions 

 Prioritising risk: What should we all be concerned with? 

 Establishing an ongoing dialogue with regulators to streamline the compliance process and ensure you are 
on the same page 

 Driving flexibility into the vendor relationship to meet the needs of the privacy community 

 
 Panel 2 : Big Data - Security & Privacy Issues and Challenges in the emerging business models 

 
 Panel 3: Legal and Ethical issues in Disruptive Technologies 

 

 Artificial Intelligence and Machine Learning 

 Internet of Things (IoT) & Blockchain 

 Drone Technology  

 Big Data and Cloud Computing 
 

 Panel 4: General Data Protection Regulation (GDPR) – Not What, or Why ; but How? GDPR Scope and 

Compliance  
 

Followed by the Q&A 
 

Who Should Attend 
 

 Data Protection Officers  IT Industry, Social Media and Security Industry 

 Head Cyber Security  Forensic Accountants & Head IT Security 

 Legal Heads & CFO  Banks, FIs & FII 

 Finance Controllers & Directors  Merchant Bankers & Investment Bankers 

 Head Compliance   Chief Privacy Officers 

 In-House Counsel  Chief Information Security Officers 

 Cloud storage providers  Legal Professionals 

 Chief Finance Officers  Data management and analytics Professionals 

 

Registration Fee 
 

Per delegate @ Rs. 3,000/- inclusive 18% GST + Participation Certificate 
Concession for 2 or more delegates @ 10% 

Award of 4 PCH to ICSI Participants 
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